Privacy Policy

We are very delighted that you have shown interestir enterprise. Data protection is of a
particularly high priority for the management oét€lose Up GmbH. The use of the Internet
pages of the Close Up GmbH is possible withoutiadication of personal data; however, if
a data subject wants to use special enterpris&ssrvia our website, processing of personal
data could become necessary. If the processingrebpal data is necessary and there is no
statutory basis for such processing, we generaligio consent from the data subject.

The processing of personal data, such as the reafdegss, e-mail address, or telephone
number of a data subject shall always be in liné wWie General Data Protection Regulation
(GDPR), and in accordance with the country-spedéita protection regulations applicable to
the Close Up GmbH. By means of this data protealeciaration, our enterprise would like
to inform the general public of the nature, sc@mel purpose of the personal data we collect,
use and process. Furthermore, data subjects areied, by means of this data protection
declaration, of the rights to which they are eaetitl

As the controller, the Close Up GmbH has implemém@merous technical and
organizational measures to ensure the most comgiletection of personal data processed
through this website. However, Internet-based ttatssmissions may in principle have
security gaps, so absolute protection may not laeagiieed. For this reason, every data
subject is free to transfer personal data to ugN@native means, e.g. by telephone.

1. Definitions

The data protection declaration of the Close Up Bnsbbased on the terms used by the
European legislator for the adoption of the GenPeth Protection Regulation (GDPR). Our
data protection declaration should be legible amdeustandable for the general public, as
well as our customers and business partners. Twefss, we would like to first explain the
terminology used.

In this data protection declaration, we use, iate, the following terms:

- a) Personal data
Personal data means any information relating tl@mntified or identifiable natural
person (“data subject”). An identifiable naturatgmn is one who can be identified,
directly or indirectly, in particular by referenttean identifier such as a name, an
identification number, location data, an onlinentiiger or to one or more factors
specific to the physical, physiological, genetigntal, economic, cultural or social
identity of that natural person.

« b) Data subject

Data subject is any identified or identifiable rmmatiperson, whose personal data is
processed by the controller responsible for thegssing.

« ) Processing

Processing is any operation or set of operatiorislwis performed on personal data
or on sets of personal data, whether or not bymaated means, such as collection,



recording, organisation, structuring, storage, tattagn or alteration, retrieval,
consultation, use, disclosure by transmissionedissation or otherwise making
available, alignment or combination, restrictiorgseire or destruction.

d) Restriction of processing

Restriction of processing is the marking of stgpedsonal data with the aim of
limiting their processing in the future.

e) Profiling

Profiling means any form of automated processinges§onal data consisting of the
use of personal data to evaluate certain persepaicts relating to a natural person, in
particular to analyse or predict aspects concertliagnatural person's performance at
work, economic situation, health, personal prefeesninterests, reliability, behaviour,
location or movements.

f)  Pseudonymisation

Pseudonymisation is the processing of personalidaach a manner that the personal
data can no longer be attributed to a specific sabgect without the use of additional
information, provided that such additional inforioatis kept separately and is subject
to technical and organisational measures to erieatéhe personal data are not
attributed to an identified or identifiable natupgrson.

g) Controller or controller responsible for theprocessing

Controller or controller responsible for the pragiag is the natural or legal person,
public authority, agency or other body which, alongointly with others, determines
the purposes and means of the processing of pédataa where the purposes and
means of such processing are determined by Unidfeanber State law, the
controller or the specific criteria for its nomirat may be provided for by Union or
Member State law.

h) Processor

Processor is a natural or legal person, publicaiith agency or other body which
processes personal data on behalf of the controller

i)  Recipient

Recipient is a natural or legal person, public ariti?, agency or another body, to
which the personal data are disclosed, whetherapharty or not. However, public
authorities which may receive personal data infrits@aework of a particular inquiry in
accordance with Union or Member State law shallb®otegarded as recipients; the
processing of those data by those public auther#i@ll be in compliance with the
applicable data protection rules according to tinpgses of the processing.

})  Third party



Third party is a natural or legal person, publithauty, agency or body other than the
data subject, controller, processor and persons winer the direct authority of the
controller or processor, are authorised to propessonal data.
« k) Consent

Consent of the data subject is any freely giveac#ig, informed and unambiguous
indication of the data subject's wishes by whiclohshe, by a statement or by a clear
affirmative action, signifies agreement to the @ssing of personal data relating to
him or her.

2. Name and Address of the controller

Controller for the purposes of the General Datadetmn Regulation (GDPR), other data

protection laws applicable in Member states offheopean Union and other provisions

related to data protection is:

Close Up GmbH

Schonbergstr. 39

73760 Ostfildern

Deutschland

Phone: 0711450450

Email: peter@closeup.de

Website: www.closeup.de

3. Name and Address of the Data Protection Officer

The Data Protection Officer of the controller is:

Aileen Steffen

Close Up GmbH

Schonbergstr. 39

73760 Ostfildern

Deutschland

Phone: 07114504537

Email: datenschutz@closeup.de

Website: www.closeup.de

Any data subject may, at any time, contact our Patdection Officer directly with all
guestions and suggestions concerning data pratectio

4. Cookies



The Internet pages of the Close Up GmbH use cookieskies are text files that are stored in
a computer system via an Internet browser.

Many Internet sites and servers use cookies. Manities contain a so-called cookie ID. A
cookie ID is a unique identifier of the cookiectinsists of a character string through which
Internet pages and servers can be assigned tpéh#is Internet browser in which the cookie
was stored. This allows visited Internet sites sexers to differentiate the individual
browser of the dats subject from other Internewsers that contain other cookies. A specific
Internet browser can be recognized and identif@dgithe unique cookie ID.

Through the use of cookies, the Close Up GmbH cavwighe the users of this website with
more user-friendly services that would not be gaeswvithout the cookie setting.

By means of a cookie, the information and offeroanwebsite can be optimized with the
user in mind. Cookies allow us, as previously nared, to recognize our website users. The
purpose of this recognition is to make it easierugers to utilize our website. The website
user that uses cookies, e.g. does not have to artess data each time the website is
accessed, because this is taken over by the weasddhe cookie is thus stored on the user's
computer system. Another example is the cookiesifapping cart in an online shop. The
online store remembers the articles that a custtim&placed in the virtual shopping cart via
a cookie.

The data subject may, at any time, prevent thengedf cookies through our website by
means of a corresponding setting of the Intern@wvber used, and may thus permanently
deny the setting of cookies. Furthermore, alreadysokies may be deleted at any time via
an Internet browser or other software programss hpossible in all popular Internet
browsers. If the data subject deactivates thenggtti cookies in the Internet browser used,
not all functions of our website may be entirelphbigs.

5. Collection of general data and information

The website of the Close Up GmbH collects a sa@iggneral data and information when a
data subject or automated system calls up the weed3diis general data and information are
stored in the server log files. Collected may betltg browser types and versions used, (2)
the operating system used by the accessing sy&3¢mne website from which an accessing
system reaches our website (so-called referretsjhé sub-websites, (5) the date and time of
access to the Internet site, (6) an Internet pobdtaddress (IP address), (7) the Internet service
provider of the accessing system, and (8) any cdineifar data and information that may be
used in the event of attacks on our informatiohtebogy systems.

When using these general data and informationCtbse Up GmbH does not draw any
conclusions about the data subject. Rather, thisnmation is needed to (1) deliver the
content of our website correctly, (2) optimize tdomtent of our website as well as its
advertisement, (3) ensure the long-term viabilitgpar information technology systems and
website technology, and (4) provide law enforcenagrthorities with the information
necessary for criminal prosecution in case of acyitack. Therefore, the Close Up GmbH
analyzes anonymously collected data and informatiatistically, with the aim of increasing
the data protection and data security of our ens&pand to ensure an optimal level of
protection for the personal data we process. Tbheynous data of the server log files are
stored separately from all personal data provided tata subject.



6. Registration on our website

The data subject has the possibility to registethenvebsite of the controller with the
indication of personal data. Which personal dagaeti@nsmitted to the controller is
determined by the respective input mask used foregistration. The personal data entered
by the data subject are collected and stored exelydor internal use by the controller, and
for his own purposes. The controller may requestdfer to one or more processors (e.g. a
parcel service) that also uses personal data fortamal purpose which is attributable to the
controller.

By registering on the website of the controlleg tR address—assigned by the Internet
service provider (ISP) and used by the data subjdate, and time of the registration are also
stored. The storage of this data takes place agam$ackground that this is the only way to
prevent the misuse of our services, and, if necgskamake it possible to investigate
committed offenses. Insofar, the storage of thia danecessary to secure the controller. This
data is not passed on to third parties unless tkexstatutory obligation to pass on the data,
or if the transfer serves the aim of criminal pagn.

The registration of the data subject, with the wtdumy indication of personal data, is intended
to enable the controller to offer the data subgecitents or services that may only be offered
to registered users due to the nature of the mattpestion. Registered persons are free to
change the personal data specified during thetragon at any time, or to have them
completely deleted from the data stock of the aiar.

The data controller shall, at any time, provide@iniation upon request to each data subject as
to what personal data are stored about the dafactulm addition, the data controller shall
correct or erase personal data at the requestimation of the data subject, insofar as there
are no statutory storage obligations. The entioéthe controller's employees are available to
the data subject in this respect as contact persons

7. Subscription to our newsletters

On the website of the Close Up GmbH, users arengive opportunity to subscribe to our
enterprise's newsletter. The input mask used ferilrpose determines what personal data
are transmitted, as well as when the newsletterdsred from the controller.

The Close Up GmbH informs its customers and busipastners regularly by means of a
newsletter about enterprise offers. The entergris@vsletter may only be received by the
data subject if (1) the data subject has a vahtad-address and (2) the data subject registers
for the newsletter shipping. A confirmation e-maill be sent to the e-mail address registered
by a data subject for the first time for newsle#tieipping, for legal reasons, in the double opt-
in procedure. This confirmation e-mail is used tove whether the owner of the e-mail
address as the data subject is authorized to etie@/newsletter.

During the registration for the newsletter, we asmre the IP address of the computer system
assigned by the Internet service provider (ISP)us®atl by the data subject at the time of the
registration, as well as the date and time of #ggstration. The collection of this data is
necessary in order to understand the (possibla)saisf the e-mail address of a data subject
at a later date, and it therefore serves the aitheofegal protection of the controller.



The personal data collected as part of a registrdtr the newsletter will only be used to
send our newsletter. In addition, subscribers ¢ontewsletter may be informed by e-mail, as
long as this is necessary for the operation ohthesletter service or a registration in
guestion, as this could be the case in the evemtodiifications to the newsletter offer, or in
the event of a change in technical circumstanclesrelwill be no transfer of personal data
collected by the newsletter service to third partiehe subscription to our newsletter may be
terminated by the data subject at any time. Thes&ointo the storage of personal data, which
the data subject has given for shipping the neteslanay be revoked at any time. For the
purpose of revocation of consent, a correspondimgi$ found in each newsletter. It is also
possible to unsubscribe from the newsletter attemng directly on the website of the
controller, or to communicate this to the contnoifea different way.

8. Newsletter-Tracking

The newsletter of the Close Up GmbH contains steddtacking pixels. A tracking pixel is a
miniature graphic embedded in such e-mails, whrelsant in HTML format to enable log

file recording and analysis. This allows a statedtanalysis of the success or failure of online
marketing campaigns. Based on the embedded trapkiey the Close Up GmbH may see if
and when an e-mail was opened by a data subjettyvhich links in the e-mail were called

up by data subjects.

Such personal data collected in the tracking pigetgained in the newsletters are stored and
analyzed by the controller in order to optimize shgping of the newsletter, as well as to
adapt the content of future newsletters even bitdre interests of the data subject. These
personal data will not be passed on to third parilata subjects are at any time entitled to
revoke the respective separate declaration of comssued by means of the double-opt-in
procedure. After a revocation, these personal wdkt®de deleted by the controller. The Close
Up GmbH automatically regards a withdrawal from tbeeipt of the newsletter as a
revocation.

9. Routine erasure and blocking of personal data
The data controller shall process and store theopet data of the data subject only for the
period necessary to achieve the purpose of stooages, far as this is granted by the European
legislator or other legislators in laws or reguwas to which the controller is subject to.
If the storage purpose is not applicable, or ifcaegye period prescribed by the European
legislator or another competent legislator expities,personal data are routinely blocked or
erased in accordance with legal requirements.
10. Rights of the data subject
- a) Right of confirmation
Each data subject shall have the right grantedvéyEuropean legislator to obtain
from the controller the confirmation as to whetbenot personal data concerning him
or her are being processed. If a data subject wighavail himself of this right of

confirmation, he or she may, at any time, contagtemployee of the controller.

« b) Right of access



Each data subject shall have the right grantedhéyEuropean legislator to obtain
from the controller free information about his @ripersonal data stored at any time
and a copy of this information. Furthermore, thedpean directives and regulations
grant the data subject access to the followingrmédion:

o the purposes of the processing;

o the categories of personal data concerned,

o the recipients or categories of recipients to whibenpersonal data have been
or will be disclosed, in particular recipients imrtl countries or international
organisations;

o where possible, the envisaged period for whiclp#rsonal data will be
stored, or, if not possible, the criteria useddtedmine that period;

o the existence of the right to request from the et rectification or erasure
of personal data, or restriction of processingarspnal data concerning the
data subject, or to object to such processing;

o the existence of the right to lodge a complaintvaitsupervisory authority;

o Wwhere the personal data are not collected frontl#te subject, any available
information as to their source;

o the existence of automated decision-making, inaggrofiling, referred to in
Article 22(1) and (4) of the GDPR and, at leaghiose cases, meaningful
information about the logic involved, as well as #ignificance and envisaged
consequences of such processing for the data subjec

Furthermore, the data subject shall have a righbtain information as to whether
personal data are transferred to a third counttg @n international organisation.
Where this is the case, the data subject shall theveght to be informed of the
appropriate safeguards relating to the transfer.

If a data subject wishes to avail himself of thggt of access, he or she may, at any
time, contact any employee of the controller.

¢) Right to rectification

Each data subject shall have the right grantedvéyEuropean legislator to obtain
from the controller without undue delay the recaition of inaccurate personal data
concerning him or her. Taking into account the psgs of the processing, the data
subject shall have the right to have incompletsqeal data completed, including by
means of providing a supplementary statement.

If a data subject wishes to exercise this righttdification, he or she may, at any
time, contact any employee of the controller.

d) Right to erasure (Right to be forgotten)

Each data subject shall have the right grantedvéyeuropean legislator to obtain

from the controller the erasure of personal dateceming him or her without undue
delay, and the controller shall have the obligatmerase personal data without undue
delay where one of the following grounds appliesloag as the processing is not
necessary:



o The personal data are no longer necessary inageladithe purposes for which
they were collected or otherwise processed.

o The data subject withdraws consent to which thegssing is based according
to point (a) of Article 6(1) of the GDPR, or pofgat) of Article 9(2) of the
GDPR, and where there is no other legal groundh®processing.

o The data subject objects to the processing pursaadticle 21(1) of the

GDPR and there are no overriding legitimate grododshe processing, or the

data subject objects to the processing pursuahtticde 21(2) of the GDPR.

The personal data have been unlawfully processed.

o The personal data must be erased for compliand¢ean@gal obligation in
Union or Member State law to which the controlesubject.

o The personal data have been collected in relatidhe offer of information
society services referred to in Article 8(1) of BBPR.

(@)

If one of the aforementioned reasons applies, ahatasubject wishes to request the
erasure of personal data stored by the Close UpH;imd or she may, at any time,
contact any employee of the controller. An emploge€lose Up GmbH shall
promptly ensure that the erasure request is cothplith immediately.

Where the controller has made personal data pahtids obliged pursuant to Article
17(1) to erase the personal data, the controigimg account of available technology
and the cost of implementation, shall take reaslerstbps, including technical
measures, to inform other controllers processiegtirsonal data that the data subject
has requested erasure by such controllers of aky to, or copy or replication of,
those personal data, as far as processing is qoiree. An employees of the Close Up
GmbH will arrange the necessary measures in indalidases.

e) Right of restriction of processing

Each data subject shall have the right grantedhéyuropean legislator to obtain
from the controller restriction of processing where of the following applies:

o The accuracy of the personal data is contestetéogldta subject, for a period
enabling the controller to verify the accuracylud personal data.

o The processing is unlawful and the data subjecosgpthe erasure of the
personal data and requests instead the restriatithreir use instead.

o The controller no longer needs the personal datthéopurposes of the
processing, but they are required by the data sufjethe establishment,
exercise or defence of legal claims.

o The data subject has objected to processing purtuamticle 21(1) of the
GDPR pending the verification whether the legitiengtounds of the
controller override those of the data subject.

If one of the aforementioned conditions is met, amthta subject wishes to request the
restriction of the processing of personal dataestdnry the Close Up GmbH, he or she
may at any time contact any employee of the cdetrol'he employee of the Close

Up GmbH will arrange the restriction of the progegs

f) Right to data portability



Each data subject shall have the right grantedh&yEuropean legislator, to receive the
personal data concerning him or her, which wasigealito a controller, in a
structured, commonly used and machine-readableafoite or she shall have the
right to transmit those data to another contrallghout hindrance from the controller
to which the personal data have been providedyrasds the processing is based on
consent pursuant to point (a) of Article 6(1) of BDPR or point (a) of Article 9(2) of
the GDPR, or on a contract pursuant to point (Aritle 6(1) of the GDPR, and the
processing is carried out by automated meansngsds the processing is not
necessary for the performance of a task carriedhaiie public interest or in the
exercise of official authority vested in the cofign

Furthermore, in exercising his or her right to dadetability pursuant to Article 20(1)
of the GDPR, the data subject shall have the tghtve personal data transmitted
directly from one controller to another, where teichlly feasible and when doing so
does not adversely affect the rights and freeddnoshers.

In order to assert the right to data portabilibhg tlata subject may at any time contact
any employee of the Close Up GmbH.

g) Right to object

Each data subject shall have the right grantedh&yEuropean legislator to object, on
grounds relating to his or her particular situatianany time, to processing of
personal data concerning him or her, which is basegoint (e) or (f) of Article 6(1)
of the GDPR. This also applies to profiling basedlwese provisions.

The Close Up GmbH shall no longer process the patsitata in the event of the
objection, unless we can demonstrate compellingiegte grounds for the processing
which override the interests, rights and freedofrtb® data subject, or for the
establishment, exercise or defence of legal claims.

If the Close Up GmbH processes personal data fectdmarketing purposes, the data
subject shall have the right to object at any timprocessing of personal data
concerning him or her for such marketing. This aggplo profiling to the extent that it
is related to such direct marketing. If the datiject objects to the Close Up GmbH to
the processing for direct marketing purposes, tloseCUp GmbH will no longer
process the personal data for these purposes.

In addition, the data subject has the right, orugds relating to his or her particular
situation, to object to processing of personal datecerning him or her by the Close
Up GmbH for scientific or historical research pusps, or for statistical purposes
pursuant to Article 89(1) of the GDPR, unless thacpssing is necessary for the
performance of a task carried out for reasons bfipunterest.

In order to exercise the right to object, the datlhject may contact any employee of
the Close Up GmbH. In addition, the data subjetieis in the context of the use of
information society services, and notwithstandinge€tive 2002/58/EC, to use his or
her right to object by automated means using teehspecifications.

h) Automated individual decision-making, includingprofiling



Each data subject shall have the right grantedvéyEuropean legislator not to be
subject to a decision based solely on automatetkepsing, including profiling, which
produces legal effects concerning him or her, milarly significantly affects him or
her, as long as the decision (1) is not is necg$saentering into, or the performance
of, a contract between the data subject and acdatzoller, or (2) is not authorised by
Union or Member State law to which the controlesubject and which also lays
down suitable measures to safeguard the data $shjgbits and freedoms and
legitimate interests, or (3) is not based on tha dabject's explicit consent.

If the decision (1) is necessary for entering imiothe performance of, a contract
between the data subject and a data controll€R)at is based on the data subject's
explicit consent, the Close Up GmbH shall implengntable measures to safeguard
the data subject's rights and freedoms and leg#imngerests, at least the right to
obtain human intervention on the part of the cdigrpto express his or her point of
view and contest the decision.

If the data subject wishes to exercise the rightserning automated individual
decision-making, he or she may, at any time, caraiag employee of the Close Up
GmbH.

- i) Right to withdraw data protection consent

Each data subject shall have the right grantedv@yeuropean legislator to withdraw
his or her consent to processing of his or hergmaisdata at any time.

f the data subject wishes to exercise the rightitbdraw the consent, he or she may,
at any time, contact any employee of the Close dbB.

11. Data protection provisions about the applicatio and use of Facebook

On this website, the controller has integrated comepts of the enterprise Facebook.
Facebook is a social network.

A social network is a place for social meetinggtmnInternet, an online community, which
usually allows users to communicate with each adinerinteract in a virtual space. A social
network may serve as a platform for the exchanggpofions and experiences, or enable the
Internet community to provide personal or businetated information. Facebook allows
social network users to include the creation ofgie profiles, upload photos, and network
through friend requests.

The operating company of Facebook is Facebook, Indacker Way, Menlo Park, CA
94025, United States. If a person lives outsidinefUnited States or Canada, the controller is
the Facebook Ireland Ltd., 4 Grand Canal Squaran@&€Canal Harbour, Dublin 2, Ireland.

With each call-up to one of the individual pageshis Internet website, which is operated by
the controller and into which a Facebook compoifleatebook plug-ins) was integrated, the
web browser on the information technology systerthefdata subject is automatically
prompted to download display of the correspondiagegbook component from Facebook
through the Facebook component. An overview offedlFacebook Plug-ins may be accessed
under https://developers.facebook.com/docs/plugisiing the course of this technical



procedure, Facebook is made aware of what spetibiesite of our website was visited by the
data subject.

If the data subject is logged in at the same tim&acebook, Facebook detects with every
call-up to our website by the data subject—andHerentire duration of their stay on our
Internet site—which specific sub-site of our Intetrpage was visited by the data subject. This
information is collected through the Facebook congm and associated with the respective
Facebook account of the data subject. If the datgest clicks on one of the Facebook

buttons integrated into our website, e.g. the "Likatton, or if the data subject submits a
comment, then Facebook matches this informatioh thié personal Facebook user account
of the data subject and stores the personal data.

Facebook always receives, through the Facebook aoemp, information about a visit to our
website by the data subject, whenever the dat@suisjlogged in at the same time on
Facebook during the time of the call-up to our vitebJ his occurs regardless of whether the
data subject clicks on the Facebook component brdfreuch a transmission of information
to Facebook is not desirable for the data subjeety he or she may prevent this by logging
off from their Facebook account before a call-upuo website is made.

The data protection guideline published by Facebaikch is available at
https://facebook.com/about/privacy/, provides infation about the collection, processing
and use of personal data by Facebook. In additisexplained there what setting options
Facebook offers to protect the privacy of the daifgject. In addition, different configuration
options are made available to allow the eliminatbdata transmission to Facebook. These
applications may be used by the data subject tairgite a data transmission to Facebook.

12. Data protection provisions about the applicatio and use of Google Analytics (with
anonymization function)

On this website, the controller has integratedctiraponent of Google Analytics (with the
anonymizer function). Google Analytics is a weblgiies service. Web analytics is the
collection, gathering, and analysis of data abletitehavior of visitors to websites. A web
analysis service collects, inter alia, data ablettebsite from which a person has come (the
so-called referrer), which sub-pages were visibedhow often and for what duration a sub-
page was viewed. Web analytics are mainly useth®pptimization of a website and in
order to carry out a cost-benefit analysis of iIé¢rdvertising.

The operator of the Google Analytics componentes@e Inc., 1600 Amphitheatre Pkwy,
Mountain View, CA 94043-1351, United States.

For the web analytics through Google Analytics¢batroller uses the application "_gat.
_anonymizelp”. By means of this application thatllress of the Internet connection of the
data subject is abridged by Google and anonymideghwaccessing our websites from a
Member State of the European Union or another @otihg State to the Agreement on the
European Economic Area.

The purpose of the Google Analytics component analyze the traffic on our website.
Google uses the collected data and informatioer ialia, to evaluate the use of our website
and to provide online reports, which show the ati#is on our websites, and to provide other
services concerning the use of our Internet sitei$o



Google Analytics places a cookie on the informategzhnology system of the data subject.
The definition of cookies is explained above. Wik setting of the cookie, Google is
enabled to analyze the use of our website. With eali-up to one of the individual pages of
this Internet site, which is operated by the cdtgr@and into which a Google Analytics
component was integrated, the Internet browsehemrformation technology system of the
data subject will automatically submit data throdigéa Google Analytics component for the
purpose of online advertising and the settlemewrbaimissions to Google. During the course
of this technical procedure, the enterprise Goggias knowledge of personal information,
such as the IP address of the data subject, whisles Google, inter alia, to understand the
origin of visitors and clicks, and subsequentlyateecommission settlements.

The cookie is used to store personal informatianhsas the access time, the location from
which the access was made, and the frequencyits visour website by the data subject.
With each visit to our Internet site, such persatah, including the IP address of the Internet
access used by the data subject, will be trangiitt€oogle in the United States of America.
These personal data are stored by Google in thietBitates of America. Google may pass
these personal data collected through the techproakdure to third parties.

The data subject may, as stated above, prevestttiag of cookies through our website at
any time by means of a corresponding adjustmetiteofveb browser used and thus
permanently deny the setting of cookies. Such @msadent to the Internet browser used
would also prevent Google Analytics from settingpakie on the information technology
system of the data subject. In addition, cookiesaaly in use by Google Analytics may be
deleted at any time via a web browser or othemso& programs.

In addition, the data subject has the possibilitglgecting to a collection of data that are
generated by Google Analytics, which is relatethtouse of this website, as well as the
processing of this data by Google and the chanpestdude any such. For this purpose, the
data subject must download a browser add-on uhedirtk
https://tools.google.com/dlpage/gaoptout and ihgtalhis browser add-on tells Google
Analytics through a JavaScript, that any data afmrination about the visits of Internet
pages may not be transmitted to Google Analytib® ifistallation of the browser add-ons is
considered an objection by Google. If the informatiechnology system of the data subject is
later deleted, formatted, or newly installed, thie® data subject must reinstall the browser
add-ons to disable Google Analytics. If the browasdu-on was uninstalled by the data
subject or any other person who is attributabliaéir sphere of competence, or is disabled, it
is possible to execute the reinstallation or reatiton of the browser add-ons.

Further information and the applicable data pravegprovisions of Google may be retrieved
under https://www.google.com/intl/en/policies/preyaand under
http://www.google.com/analytics/terms/us.html. Gleofynalytics is further explained under
the following Link https://www.google.com/analytics

13. Data protection provisions about the applicatio and use of Google Remarketing

On this website, the controller has integrated Gom&gmarketing services. Google
Remarketing is a feature of Google AdWords, whilbbmezs an enterprise to display
advertising to Internet users who have previoustyded on the enterprise's Internet site. The
integration of Google Remarketing therefore all@amsenterprise to create user-based
advertising and thus shows relevant advertisentenigerested Internet users.



The operating company of the Google Remarketingees is the Google Inc., 1600
Amphitheatre Pkwy, Mountain View, CA 94043-1351,itdd States.

The purpose of Google Remarketing is the insexidnterest-relevant advertising. Google
Remarketing allows us to display ads on the Gongtesork or on other websites, which are
based on individual needs and matched to the stteof Internet users.

Google Remarketing sets a cookie on the informagchnology system of the data subject.
The definition of cookies is explained above. Witk setting of the cookie, Google enables a
recognition of the visitor of our website if helsalp consecutive web pages, which are also a
member of the Google advertising network. With eealhup to an Internet site on which the
service has been integrated by Google Remarkdhiegyeb browser of the data subject
identifies automatically with Google. During theuese of this technical procedure, Google
receives personal information, such as the IP addvethe surfing behaviour of the user,
which Google uses, inter alia, for the insertiomndérest relevant advertising.

The cookie is used to store personal informatian,tee Internet pages visited by the data
subject. Each time we visit our Internet pagessqeal data, including the IP address of the
Internet access used by the data subject, is tittednto Google in the United States of
America. These personal data are stored by GoodleiUnited States of America. Google
may pass these personal data collected througiethaical procedure to third parties.

The data subject may, as stated above, prevesettieg of cookies through our website at
any time by means of a corresponding adjustmetiteofveb browser used and thus
permanently deny the setting of cookies. Such @amsadent to the Internet browser used
would also prevent Google from setting a cookighminformation technology system of the
data subject. In addition, cookies already in us&bogle may be deleted at any time via a
web browser or other software programs.

In addition, the data subject has the possibilitglgecting to the interest-based advertising
by Google. For this purpose, the data subject walstip the link to
www.google.de/settings/ads and make the desiréidgebn each Internet browser used by
the data subject.

Further information and the actual data protectimvisions of Google may be retrieved
under https://www.google.com/intl/en/policies/pieya

14. Data protection provisions about the applicatio and use of Google+

On this website, the controller has integrated@Gbegle+ button as a component. Google+ is
a so-called social network. A social network ioeial meeting place on the Internet, an
online community, which usually allows users to coumicate with each other and interact in
a virtual space. A social network may serve asatqgim for the exchange of opinions and
experiences, or enable the Internet community d@ide personal or business-related
information. Google+ allows users of the socialvwek to include the creation of private
profiles, upload photos and network through frieeguests.

The operating company of Google+ is Google IncO0LAmphitheatre Pkwy, Mountain
View, CA 94043-1351, UNITED STATES.



With each call-up to one of the individual pageshi$ website, which is operated by the
controller and on which a Google+ button has be&grated, the Internet browser on the
information technology system of the data subjetbmatically downloads a display of the
corresponding Google+ button of Google throughréspective Google+ button component.
During the course of this technical procedure, G®@tgmade aware of what specific sub-
page of our website was visited by the data subjéote detailed information about Google+
is available under https://developers.google.com/+/

If the data subject is logged in at the same timm@dogle+, Google recognizes with each call-
up to our website by the data subject and for ttigeeduration of his or her stay on our
Internet site, which specific sub-pages of ourrimd¢ page were visited by the data subject.
This information is collected through the Googles#ttbn and Google matches this with the
respective Google+ account associated with thesiddgect.

If the data subject clicks on the Google+ buttdegnated on our website and thus gives a
Google+ 1 recommendation, then Google assignsrifaemation to the personal Google+
user account of the data subject and stores tisepardata. Google stores the Google+ 1
recommendation of the data subject, making it pljphvailable in accordance with the terms
and conditions accepted by the data subject inrédlgiard. Subsequently, a Google+ 1
recommendation given by the data subject on thissite together with other personal data,
such as the Google+ account name used by the ulgtcsand the stored photo, is stored and
processed on other Google services, such as seagihe results of the Google search
engine, the Google account of the data subject other places, e.g. on Internet pages, or in
relation to advertisements. Google is also ablakothe visit to this website with other
personal data stored on Google. Google furtherdsdahis personal information with the
purpose of improving or optimizing the various Gleogervices.

Through the Google+ button, Google receives infdionathat the data subject visited our
website, if the data subject at the time of théwplto our website is logged in to Google+.
This occurs regardless of whether the data subjeg&ss or doesn’t click on the Google+
button.

If the data subject does not wish to transmit peskdata to Google, he or she may prevent
such transmission by logging out of his Google+toaat before calling up our website.

Further information and the data protection praisiof Google may be retrieved under
https://www.google.com/intl/en/policies/privacy/.okk references from Google about the
Google+ 1 button may be obtained under https:/Ad@ees.google.com/+/web/buttons-

policy.
15. Data protection provisions about the applicatio and use of Google-AdWords

On this website, the controller has integrated Godg\Words. Google AdWords is a service
for Internet advertising that allows the advertigeplace ads in Google search engine results
and the Google advertising network. Google AdWaittsvs an advertiser to pre-define
specific keywords with the help of which an ad amo@le's search results only then
displayed, when the user utilizes the search ertginetrieve a keyword-relevant search
result. In the Google Advertising Network, the ads distributed on relevant web pages
using an automatic algorithm, taking into accotnet previously defined keywords.



The operating company of Google AdWords is Googte, 11600 Amphitheatre Pkwy,
Mountain View, CA 94043-1351, UNITED STATES.

The purpose of Google AdWords is the promotionwfwebsite by the inclusion of relevant
advertising on the websites of third parties anthensearch engine results of the search
engine Google and an insertion of third-party atisiag on our website.

If a data subject reaches our website via a Goagjl@ conversion cookie is filed on the
information technology system of the data subjeaiugh Google. The definition of cookies

is explained above. A conversion cookie losesatglity after 30 days and is not used to
identify the data subject. If the cookie has nqiieed, the conversion cookie is used to check
whether certain sub-pages, e.g, the shopping rcart &n online shop system, were called up
on our website. Through the conversion cookie, leaxtlbgle and the controller can

understand whether a person who reached an AdVddrds our website generated sales, that
is, executed or canceled a sale of goods.

The data and information collected through theaidbe conversion cookie is used by
Google to create visit statistics for our webslieese visit statistics are used in order to
determine the total number of users who have beemd through AdWords ads to ascertain
the success or failure of each AdWords ad and tionige our AdWords ads in the future.
Neither our company nor other Google AdWords adisens receive information from Google
that could identify the data subject.

The conversion cookie stores personal informatog, the Internet pages visited by the data
subject. Each time we visit our Internet pagessqeal data, including the IP address of the
Internet access used by the data subject, is tittedno Google in the United States of
America. These personal data are stored by GondleeiUnited States of America. Google
may pass these personal data collected througie¢haical procedure to third parties.

The data subject may, at any time, prevent thengeatf cookies by our website, as stated
above, by means of a corresponding setting ofritegriet browser used and thus permanently
deny the setting of cookies. Such a setting otrikernet browser used would also prevent
Google from placing a conversion cookie on thenmiation technology system of the data
subject. In addition, a cookie set by Google AdV¢amthy be deleted at any time via the
Internet browser or other software programs.

The data subject has a possibility of objectinth®interest based advertisement of Google.
Therefore, the data subject must access from dable dbrowsers in use the link
www.google.de/settings/ads and set the desireithgett

Further information and the applicable data pravegprovisions of Google may be retrieved
under https://www.google.com/intl/en/policies/pieya

16. Data protection provisions about the applicatino and use of Instagram
On this website, the controller has integrated camepts of the service Instagram. Instagram
is a service that may be qualified as an audioVislaéform, which allows users to share

photos and videos, as well as disseminate suchrdather social networks.

The operating company of the services offered Bialgram is Instagram LLC, 1 Hacker
Way, Building 14 First Floor, Menlo Park, CA, UNITESTATES.



With each call-up to one of the individual pageshis Internet site, which is operated by the
controller and on which an Instagram componenté#lbsitton) was integrated, the Internet
browser on the information technology system ofdata subject is automatically prompted
to the download of a display of the correspondimgdgram component of Instagram. During
the course of this technical procedure, Instagraooimes aware of what specific sub-page of
our website was visited by the data subject.

If the data subject is logged in at the same timénstagram, Instagram detects with every
call-up to our website by the data subject—andHerentire duration of their stay on our
Internet site—which specific sub-page of our In&tnpage was visited by the data subject.
This information is collected through the Instagrammponent and is associated with the
respective Instagram account of the data subjettte [data subject clicks on one of the
Instagram buttons integrated on our website, thetagram matches this information with the
personal Instagram user account of the data susjecstores the personal data.

Instagram receives information via the Instagrammponent that the data subject has visited
our website provided that the data subject is Idgget Instagram at the time of the call to
our website. This occurs regardless of whethep#rson clicks on the Instagram button or
not. If such a transmission of information to Iiggtam is not desirable for the data subject,
then he or she can prevent this by logging off ftbeir Instagram account before a call-up to
our website is made.

Further information and the applicable data pradecgprovisions of Instagram may be
retrieved under https://help.instagram.com/155832900388 and
https://www.instagram.com/about/legal/privacy/.

17. Data protection provisions about the applicatio and use of Pinterest

On this website, the controller has integrated comepts of Pinterest Inc. Pinterest is a so-
called social network. A social network is an In&grsocial meeting place, an online
community that allows users to communicate andaatewnith each other in a virtual space. A
social network may serve as a platform for the argle of opinions and experiences, or

allow the Internet community to provide personatompany-related information. Pinterest
enables the users of the social network to pubimgar alia, picture collections and individual
pictures as well as descriptions on virtual pindsegso-called pins), which can then be shared
by other user's (so-called re-pins) or commented on

The operating company of Pinterest is Pinterest 8@8 Brannan Street, San Francisco, CA
94103, UNITED STATES.

With each call-up to one of the individual pageshis Internet site, which is operated by the
controller and on which a Pinterest component @Past plug-in) was integrated, the Internet
browser on the information technology system ofdat subject automatically prompted to
download through the respective Pinterest compoaeigplay of the corresponding Pinterest
component. Further information on Pinterest is labé under https://pinterest.com/. During
the course of this technical procedure, Pinterastsgknowledge of what specific sub-page of
our website is visited by the data subject.

If the data subject is logged in at the same tim®@imterest, Pinterest detects with every call-
up to our website by the data subject—and for tiigeeduration of their stay on our Internet
site—which specific sub-page of our Internet pags wisited by the data subject. This



information is collected through the Pinterest comgnt and associated with the respective
Pinterest account of the data subject. If the dabgect clicks on one of the Pinterest buttons,
integrated on our website, then Pinterest asslygasrtformation to the personal Pinterest user
account of the data subject and stores the persaitel

Pinterest receives information via the Pinteresaponent that the data subject has visited our
website, provided that the data subject is loggeat Pinterest at the time of the call-up to our
website. This occurs regardless of whether theoperkcks on the Pinterest component or
not. If such a transmission of information to Piest is not desirable for the data subject, then
he or she may prevent this by logging off from th&interest account before a call-up to our
website is made.

The data protection guideline published by Pintergkich is available under
https://about.pinterest.com/privacy-policy, prossdeformation on the collection, processing
and use of personal data by Pinterest.

18. Data protection provisions about the applicatio and use of Twitter

On this website, the controller has integrated comepts of Twitter. Twitter is a multilingual,
publicly-accessible microblogging service on whiders may publish and spread so-called
‘tweets,’ e.g. short messages, which are limiteti4d characters. These short messages are
available for everyone, including those who arelagged on to Twitter. The tweets are also
displayed to so-called followers of the respectiger. Followers are other Twitter users who
follow a user's tweets. Furthermore, Twitter alloy@s to address a wide audience via
hashtags, links or retweets.

The operating company of Twitter is Twitter, INnt355 Market Street, Suite 900, San
Francisco, CA 94103, UNITED STATES.

With each call-up to one of the individual pageshis Internet site, which is operated by the
controller and on which a Twitter component (Twitb&itton) was integrated, the Internet
browser on the information technology system ofdat subject is automatically prompted
to download a display of the corresponding Twiti@mponent of Twitter. Further
information about the Twitter buttons is availabteler
https://about.twitter.com/de/resources/buttons.imuthe course of this technical procedure,
Twitter gains knowledge of what specific sub-pafjewr website was visited by the data
subject. The purpose of the integration of the Teritcomponent is a retransmission of the
contents of this website to allow our users toodtrice this web page to the digital world and
increase our visitor numbers.

If the data subject is logged in at the same tim@witter, Twitter detects with every call-up
to our website by the data subject and for the@ultiration of their stay on our Internet site
which specific sub-page of our Internet page waged by the data subject. This information
is collected through the Twitter component and eissed with the respective Twitter account
of the data subject. If the data subject click®na of the Twitter buttons integrated on our
website, then Twitter assigns this informationhe personal Twitter user account of the data
subject and stores the personal data.

Twitter receives information via the Twitter comgon that the data subject has visited our
website, provided that the data subject is loggeshi Twitter at the time of the call-up to our
website. This occurs regardless of whether theoperkcks on the Twitter component or not.



If such a transmission of information to Twittemist desirable for the data subject, then he or
she may prevent this by logging off from their Tiettaccount before a call-up to our website
is made.

The applicable data protection provisions of Twitteay be accessed under
https://twitter.com/privacy?lang=en.

19. Payment Method: Data protection provisions abatithe use of BillPay as a payment
processor

On this website, the controller has integrated2ill components. BillPay is an online
payment service provider, which allows purchasearoaccount or via money transfer.
BillPay also offers other services, such as buyetggtion and identity or creditworthiness
checks.

The operating company of BillPay is BillPay Gmbhh@owitzer Str. 1, D-10115 Berlin.

If the data subject selects the "purchase on at¢toufipayment via money transfer" during
the ordering process in our online shop as a payomion, the data of the data subject is
automatically transmitted to BillPay. By selectimige of these payment options, the data
subject agrees to this transmission of personal ajuired for the processing of the invoice
or money transfer, or identity and creditworthinelsecks.

The personal data transmitted to BillPay is usulaég name, surname, address, date of birth,
sex, email address, IP address, telephone numbéilenphone number, as well as other data
necessary for the processing of an invoice or lins¢at purchase. The processing of the
purchase contract also requires such personalwlhiel) are in connection with the

respective order. In particular, the exchange ghpnt information such as bank details, card
number, date of validity and CVC code, cumulativenber, item number, data on goods and
services, prices and taxes, information on theiptsvpurchase behavior or other details of
the financial situation of the data subject.

The purpose of the transmission of the data ipaiticular, the identification check, payment
administration, and fraud prevention. The contraleall provide BillPay with personal data,
in particular, if a legitimate interest in the tsamssion exists. The personal data exchanged
between BillPay and the data subject for the dedagssing shall be transmitted by BillPay to
economic agencies. This transmission is intendedléntity and creditworthiness checks.

BillPay shall also pass on the personal data ibaaés (Klarna Group) and service providers
or subcontractors as far as this is necessanyftth ontractual obligations or to process the
data in the order.

BillPay collects and uses data and informationhengrevious payment behavior of the data
subject as well as probability values for theirdebr in the future (so-called scoring) in
order to decide on the reasoning, implementaticeronination of a contractual relationship.
The calculation of scoring is carried out on theibaf scientifically-recognized
mathematical-statistical methods.

The data subject is able to revoke the consemadandling of personal data at any time
from BillPay. A revocation shall not have any effen personal data which must be
processed, used or transmitted in accordance wathtractual) payment processing.



The applicable data protection provisions of Billir@ay be retrieved under
https://www.billpay.de/en/terms-de/

20. Payment Method: Data protection provisions abaduthe use of PayPal as a payment
processor

On this website, the controller has integrated comepts of PayPal. PayPal is an online
payment service provider. Payments are processesbvtalled PayPal accounts, which
represent virtual private or business accountsPRlag also able to process virtual payments
through credit cards when a user does not haveRaPaccount. A PayPal account is
managed via an e-mail address, which is why ther@a classic account numbers. PayPal
makes it possible to trigger online payments tadtparties or to receive payments. PayPal
also accepts trustee functions and offers buydegtion services.

The European operating company of PayPal is PdiRabpe) S.a.r.l. & Cie. S.C.A., 22-24
Boulevard Royal, 2449 Luxembourg, Luxembourg.

If the data subject chooses "PayPal" as the payopitn in the online shop during the
ordering process, we automatically transmit the @athe data subject to PayPal. By
selecting this payment option, the data subjectegyto the transfer of personal data required
for payment processing.

The personal data transmitted to PayPal is usfilyname, last name, address, email
address, IP address, telephone number, mobile phanber, or other data necessary for
payment processing. The processing of the purat@seact also requires such personal data,
which are in connection with the respective order.

The transmission of the data is aimed at paymertgssing and fraud prevention. The
controller will transfer personal data to PayPalparticular, if a legitimate interest in the
transmission is given. The personal data exchahgedeen PayPal and the controller for the
processing of the data will be transmitted by Pay®aconomic credit agencies. This
transmission is intended for identity and creditiivioress checks.

PayPal will, if necessary, pass on personal dagdfitates and service providers or
subcontractors to the extent that this is necegsduyfill contractual obligations or for data
to be processed in the order.

The data subject has the possibility to revoke eonfor the handling of personal data at any
time from PayPal. A revocation shall not have affigat on personal data which must be
processed, used or transmitted in accordance wathtrgactual) payment processing.

The applicable data protection provisions of PayRay be retrieved under
https://www.paypal.com/us/webapps/mpp/ua/privadly-fu

21. Payment Method: Data protection provisions abaduthe use of Sofortliberweisung as
a payment processor

On this website, the controller has integrated comepts of Sofortliberweisung.
Sofortiberweisung is a payment service that alloaghless payment of products and services
on the Internet. Sofortiiberweisung is a technicat@dure by which the online dealer



immediately receives a payment confirmation. Tinigldes a trader to deliver goods, services
or downloads to the customer immediately after onge

The operating company of Sofortiberweisung is SOFGRbH, FuRbergstral3e 1, 82131
Gauting, Germany.

If the data subject chooses "immediate transfethapayment option in our online shop
during the ordering process, the data of the datgest will be transmitted to
Sofortiiberweisung. By selecting this payment optiba data subject agrees to the
transmission of personal data required for paymemtessing.

In the case of purchase processing via directfearihe buyer sends the PIN and the TAN to
Sofort GmbH. Sofortiiberweisung then carries owaadfer to the online merchant after
technical verification of the account status arideeal of additional data to check the
account assignment. The online trader is then aatioally informed of the execution of the
financial transaction.

The personal data exchanged with Sofortiberweigitige first name, last name, address,
email address, IP address, telephone number, muitidlee number, or other data necessary
for payment processing. The transmission of tha dadimed at payment processing and
fraud prevention. The controller shall immediatiednsfer other personal data, even if a
legitimate interest in the transmission exists. plesonal data exchanged between
Sofortiberweisung and the controller shall be tratied by Sofortiiberweisung to economic
credit agencies. This transmission is intendedd®entity and creditworthiness checks.

Sofortiiberweisung provides personal data to affitlacompanies and service providers or
subcontractors as far as this is necessary fduthément of contractual obligations or data
in order to be processed.

The data subject has the possibility to revokectiressent to the handling of personal data at
any time from Sofortiberweisung. A revocation shall have any effect on personal data
which must be processed, used or transmitted iordance with (contractual) payment
processing.

The applicable data protection provisions of Safloerweisung may be retrieved under
https://www.sofort.com/eng-DE/datenschutzerklaersofprt-gmbh/

22. Integration of the Trusted Shops Trustbadge

To display our Trusted Shops seal of approval arydcallected reviews as well as to offer
the Trusted Shops products for buyers after plaamgrder, the Trusted Shops Trust Badge
is included on this website.

This serves to safeguard our legitimate interegtsch predominate in the context of a
weighing up of interests, in the optimal marketoigur offer pursuant to Art. 6 (1) sentence
1 lit. f DSGVO. The Trustbadge and the servicesdised are an offer of Trusted Shops
GmbH, Subbelrather Str. 15C, 50823 Cologne.

When the Trustbadge is called, the Web server aatioaily stores a server log file, which
contains your IP address, date and time of theevet; transferred amount of data and the
requesting provider (access data) and documentadpgme visit. These access data will not



be evaluated and will be automatically overwrittathin seven days after the end of your
page visit.

Other personal data will only be transferred tosted Shops, as far as you have consented to
this, after the completion of an order for the ag&rusted Shops products or if you have

been already registered for use. In this case;dh&ractual agreement between you and
Trusted Shops applies.

23. Legal basis for the processing

Art. 6(1) lit. a GDPR serves as the legal basigfocessing operations for which we obtain
consent for a specific processing purpose. If tioegssing of personal data is necessary for
the performance of a contract to which the datgestiis party, as is the case, for example,
when processing operations are necessary for fiysaf goods or to provide any other
service, the processing is based on Article 6{1bIGDPR. The same applies to such
processing operations which are necessary foriogrout pre-contractual measures, for
example in the case of inquiries concerning oudpcts or services. Is our company subject
to a legal obligation by which processing of peedatata is required, such as for the
fulfillment of tax obligations, the processing iaded on Art. 6(1) lit. c GDPR. In rare cases,
the processing of personal data may be necessarptiect the vital interests of the data
subject or of another natural person. This woulthigecase, for example, if a visitor were
injured in our company and his name, age, hea#tbrance data or other vital information
would have to be passed on to a doctor, hospitairar third party. Then the processing
would be based on Art. 6(1) lit. d GDPR. Finallypgessing operations could be based on
Article 6(1) lit. f GDPR. This legal basis is usked processing operations which are not
covered by any of the abovementioned legal grouhgspcessing is necessary for the
purposes of the legitimate interests pursued bycoorpany or by a third party, except where
such interests are overridden by the interestarmdmental rights and freedoms of the data
subject which require protection of personal d&tach processing operations are particularly
permissible because they have been specificallytiorezd by the European legislator. He
considered that a legitimate interest could berassuif the data subject is a client of the
controller (Recital 47 Sentence 2 GDPR).

24. The legitimate interests pursued by the contrtdr or by a third party

Where the processing of personal data is basedtrieA6(1) lit. f GDPR our legitimate
interest is to carry out our business in favorhef well-being of all our employees and the
shareholders.

25. Period for which the personal data will be stad

The criteria used to determine the period of stem@igpersonal data is the respective statutory
retention period. After expiration of that peridke corresponding data is routinely deleted, as
long as it is no longer necessary for the fulfilimhef the contract or the initiation of a

contract.

26. Provision of personal data as statutory or cordictual requirement; Requirement
necessary to enter into a contract; Obligation oftte data subject to provide the personal
data; possible consequences of failure to provideich data



We clarify that the provision of personal dataastly required by law (e.g. tax regulations) or
can also result from contractual provisions (enfprimation on the contractual partner).
Sometimes it may be necessary to conclude a conti@cthe data subject provides us with
personal data, which must subsequently be procdsses. The data subject is, for example,
obliged to provide us with personal data when amgany signs a contract with him or her.
The non-provision of the personal data would h&xgeconsequence that the contract with the
data subject could not be concluded. Before petstata is provided by the data subject, the
data subject must contact any employee. The emglogeifies to the data subject whether
the provision of the personal data is requireddwy dr contract or is necessary for the
conclusion of the contract, whether there is aigalibn to provide the personal data and the
consequences of non-provision of the personal data.

27. Existence of automated decision-making
As a responsible company, we do not use automatision-making or profiling.
This Privacy Policy has been generated by the &yiPalicy Generator of theGD - Your

External DPCthat was developed in cooperation with RC GmbHthed&erman Lawyers
from WBS-LAW.




